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Cisco AnyConnect Client Instructions 

Introduction 
 
The Cisco AnyConnect Client provides clientless VPN access via a web browser.  This provides greater flexibility in 
terms of the clients able to utilize the VPN to connect to the ICSD Mainframe Network. 
 
*** Please note that the initial installation requires administrative rights on the workstation.  Upon successful initial 
deployment of the Cisco AnyConnect Client, administrative rights are no longer needed to utilize the client.*** 
 
The first section provides instructions on installing the client.  Connection instructions are provided for connecting via: 

 Cisco AnyConnect Application 

 Internet Explorer 

 Safari 

 Mozilla Firefox 

 Google Chrome 
 
Cisco AnyConnect Installation 
 
1. Download the appropriate setup Windows setup file: http://icsd.higov.net/tsb/next-generation-network-

ngn/downloads/cisco-vpn-clients/cisco-anyconnect-clients 
 
2. Open the downloaded file and click Next, Accept the Agreement, Next, Install, and then Finish. 
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Connecting via Cisco AnyConnect application icon. 
 

1. Open the application via the Start menu or the globe icon in the system tray. 

  
 

2. Enter icsd-vpn.hawaii.gov and then click Connect.  Provide your username and password and click OK. 

 
 

3. In the lower right-hand corner you will see the following message when successfully connected.  A lock icon will 
also appear in your system tray. 
 

  
 
Connecting via Internet Explorer 
 
1. Enter the following address: https://icsd-vpn.hawaii.gov 

 
2. Enter your Username and Password. 

 
 

3. If the following security screen appears, check the “Do not show me the warning for this program again” box if you 
wish to suppress this message going forward.  Click Allow to continue. 
 

 
 
4. In the lower right-hand corner you will see the following message when successfully connected.  A lock icon will 

also appear in your system tray. 
 

  
 
  

https://icsd-vpn.hawaii.gov/
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Connecting via Safari or FireFox 
 
*** Please note if you are using Safari on a Mac workstation, the following instructions below will not work unless you 
have Java installed. Please refer to the connection instructions via the Cisco AnyConnect application.*** 
 
1. Enter the following address: https://icsd-vpn.hawaii.gov 

 
2. Enter your Username and Password. 

 
 

3. If the following security screen appears, check the “Always trust content from this publisher” box if you wish to 
suppress this message going forward.  Click Run to continue. 

 

 
 
5. In the lower right-hand corner you will see the following message when successfully connected.  A lock icon will 

also appear in your system tray. 
 

 
 
  

https://icsd-vpn.hawaii.gov/


 

Rev: February 15, 2013 4  

 

Connecting via Google Chrome 
 
1. Enter the following address: https://icsd-vpn.hawaii.gov 

 
2. Enter your Username and Password. 

 
 
3. If the following security screen appears, select “Run this time” or “Always run on this site” if you wish to suppress 

this message going forward. 
 

 
 
4. If the following security screen appears, check the “Always trust content from this publisher” box if you wish to 

suppress this message going forward.  Click Run to continue. 
 

 
 
5. In the lower right-hand corner you will see the following message when successfully connected.  A lock icon will 

also appear in your system tray. 
 

 

https://icsd-vpn.hawaii.gov/

